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ABSTRACT

Wireless Sensor Network consist of sensors which are distributed in an Ad-Hoc network. Due to the limited power of sensors methods must be devised for sustaining network life. In synopsis I am planning to include approaches to increase sustainability of WSN i.e. efficiently utilizing power of sensors. In this regard one goal is to prove the importance of mobile sink. Second goal is to build application for mobile data collection and on use of mobile sink. Another goal is to work on placement of sensors for efficient power utilization. And finally fourth goal is to devise efficient routing decisions for efficient utilization of sensor power.

INTRODUCTION

Computer Networks are vital for communicating and sharing resources among users of computers, mobile devices and embedded systems.

In a Wireless Sensor Network the sensors are distributed randomly in a wide monitoring area which form a wireless ad-hoc network which can be classified according to its topology into static or dynamic. In a static configuration all the sensors, sinks and base station are deployed and they maintain fixed positions. Whereas in a dynamic configuration, the sensors and sinks may change their location.

The main characteristics of a Wireless Sensor Network are [3]:

Ad-hoc: Just like in a traditional Mobile Ad-Hoc Network, in a Wireless Sensor Network the network is built at the time the sensors are deployed in the field. There is no centralized infrastructure that manages the network. All the nodes that become part of the network use adaptive protocols that let them recognize and communicate with their immediate neighbors in range. Communication to distant nodes is done using multi-hop transmission. This characteristic of the Wireless Sensor Networks provides an easy and fast development.

Very densely populated: Distinct from other wireless networks, a Wireless Sensor Network requires that a large number of sensors is deployed in small areas. One reason of using a large
number of sensors is to provide redundancy in case some nodes die prematurely because of early depletion of energy or physical damage. This will ensure that the information read by the sensors reach the sink. Another reason is that if some nodes fail, then a densely populated Wireless Sensor Network will prevent the occurrence of network holes where no data can be read, or network partitions where data cannot be transmitted to the sink.

Limited power and limited resources: This is a special characteristic of Wireless Sensor Networks. The nodes have a limited source of energy (usually battery powered). Once this source of energy is depleted, nodes become useless, they cannot acquire or transmit data. In most applications, it is impractical to replace this power source, because of accessibility conditions and because usually a large number of nodes are deployed. Sensor nodes have limited transmission range, typically few hundred feet, and low CPU processing power.

Scalability: One important characteristic of a Wireless Sensor Network is that it should be able to easily handle large number of nodes in the network and to allow the incorporation of new ones in a faster and easy way. Since Wireless Sensor Networks have large number of sensor nodes, it becomes too costly and impractical to maintain unique node identifiers [3].

Mobility: In mobile Wireless Sensor Networks, similar to MANETs, the nodes or other components such as the sink may be mobile. In WSNs because of limited power supply and resources, different types of dynamic topologies and protocols are used.

One of the main issues in WSNs is the conservation of energy on the sensors in order to maximize the lifetime of the whole network. The sensors are usually powered by a limited source of energy, and when the energy source (e.g. batteries) is depleted, it usually cannot be replaced. In a typically WSN configuration, sensors send data to the sink (or base station) using direct transmission or multi-hop communication. In a static configuration sensors that are located near the sinks are the first ones that suffer from energy depletion. The reason is that those sensors also relay data from other sensors to the sink. This situation causes an unbalanced energy consumption, where sensors near the sinks die first and as a result, network partitions can occurs. Therefore, because of the uneven use of energy the WSN lifetime is reduced. For making a WSN, it is necessary to put the sensors and devise routing protocols in a way to continue with connectivity and keeping the network lifetime to maximum.

We will devise different routing protocols and techniques for the movement of sinks to areas where sensors have high energy to effectively extend the life time of the network.
LITERATURE SURVEY

Networks can be classified depending on the transmission medium. In this regard, there are two main types, wired and wireless networks.

In wired networks, the computers are interconnected using cables such as twisted pair cables, coaxial cables or fiber optics. One of the most popular and of general use wired networks technology is the Ethernet. The Ethernet has its standard defined for Physical Layer, Data Link Layer and Medium Access Control (MAC) in IEEE 802.3[1].

Wireless networks on the other hand use the air and space as a medium of connection and transmission between devices. Today the most common types of wireless networks use one of the following technologies: microwaves, satellite signal, cellular radio, Bluetooth and Wireless LAN. The Wireless LAN standard is defined in the IEEE 802.11 standard and its amendments [2].

Wireless Sensor Networks

A Mobile Ad-hoc NETwork (MANET) is a decentralized wireless network that does not depend on a pre-build infrastructure. Every device which is part of the network, acts as a router and therefore participates in forwarding data between a source and a destination. In this way, two nodes can communicate with each other even if they are not in range. In a MANET, a node may have mobile capabilities and it can move in or out of the network.

The main characteristic of a MANET is that devices can quickly and easily form a temporary network. A good example on the practicality of a MANET is mentioned in [3] where a rapid response is needed. In the case of disaster, emergency teams could easily form a MANET with portable computers and handheld devices. MANET can provide an easy and fast deployment, self-organization and strength.

A WSN is a specific type of ad-hoc wireless network which is composed of densely deployed small electronic devices, usually powered by a limited source of energy (e.g. batteries), that have sensing, storage, processing, and communication capabilities. The main purpose of the network is to interact with the physical environment, detect a specific occurrence of a phenomenon, storage, process and send the information to a pre-determinate destination. In WSNs all the devices form a cooperative entity in which local information provided by each sensor is gathered in order to get an overall information about the area that is the target of the monitoring or surveillance process.
Literature on WSNs [3], relate MANETs and WSNs as being very close. Both networks initialize at the deployment time, so there is no centralized infrastructure that manage the network as a whole. Each node can communicate with other ones that are in range using direct transmission and with nodes father away using multi-hop transmission. The implementation is also easy and fast. As soon as the nodes of the WSN are deployed, the network is formed and starts working. Figure 1 presents the main components of a WSN. Sensor nodes are deployed in the monitoring field, they sense the environment and transmit data to a sink. Each sensor also act as a router, and participate in data forwarding. The user can access the data from the sink directly or through a network.

\[\text{Figure 1: Sensors arrangement in a WSN. Nodes utilizing multi-hop communication and end user access the data through a network}\]

In WSNs most of the nodes have limited power resources and are designed to handle one type of application. In a WSN, sensors are densely deployed in a specific area and due to the large number of nodes (perhaps hundred or thousands) the nodes usually do not have a unique identifier (e.g. MAC address, or IP address). WSNs also are more prone to failures due to the interaction with the environment, physical damage and depletion of energy resources. The typical components of a sensor node [3] are shown in Figure 2:

\textit{Power Supply:} This component provides the necessary energy source to all the components in the node. In most WSNs the power supply consists of one or two batteries. The type of battery varies according to the technologies. This is an important component since the lifetime of the
sensor node depends on it. In some modern sensor nodes, this power supply is self-rechargeable, with the use of solar panels or kinetics sources, but this considerably increases the cost of the node.

**Figure 2**: Sensor node components diagram

There are mainly these issues in a WSN: Security, Data Logging, Limited Network Lifetime, Node Redundancy, Network Holes, Network Partitions, Localization and Congestion Control. Security deals with attacks on WSN which come from all directions and target any node leading to leaking of secret information and interfering messages [15].

Even though the sensors collect a vast amount of data, only a tiny fraction of this data may be useful. A data-logging & supervisory control architecture manages the information gathered by the WSN and make decisions based on this information [16].

In WSNs, one of the most important issue is how, when, and for how long the data acquired by the sensors is processed and sent to the sink. In this regard, data collection protocols must accomplish a reliable data transmission, and must be energy-efficient in order to extend the lifetime of the network. The simplest method is Direct Transmission [1] where each node acquires the data and sends it directly to the sink. This method is very inefficient with regard to data collection (since interference and collisions will occur) and power management of the nodes. If nodes are randomly placed, then the nodes farther away from the sink will die first, because the power to transmit will be greater than that of the sensors near the sink. There is a need to design protocols and algorithms that find a balanced solution to these three issues.

LEACH is a protocol designed for WSNs, that provides efficient data gathering and energy consumption. The protocol uses cluster-heads to gather data of the surrounding nodes and to send it to the base station. There are two phases, the setup phase when the cluster-heads are chosen and the steady phase, when all the nodes transmit data and the cluster-heads are maintained. In LEACH, an algorithm is used to elect the cluster-heads in each round, such that a cluster-head node will not be repeated in consecutive rounds. The protocol is energy-efficient since the role of cluster-head is rotated among all the nodes in the network. There is also a variation in LEACH that allows the algorithm to chose a cluster-head among all the nodes that have predetermined energy threshold. Results show a 30% increase in network lifetime when using the energy threshold method compared to the direct data transmission mechanism.


PEGASIS is another protocol used in WSN. It is an improvement over LEACH. It assumes that each node communicates with the closest neighbors. All nodes take turns to transmit data to the sink. Nodes form a chain and each node gathers and fusions the data received from a neighbor and then passes the information to the other neighbor. Once the data reaches the leader in the chain, the data is sent to the sink. Similar to the LEACH mechanism, the leader in the chain is chosen in each round randomly. This allows a more distributed use of energy in each node. At the same time, nodes die randomly and this increases the robustness to failure of the network. PEGASIS can accomplish 100% better performance compared to LEACH and it also balances the energy dissipation in all the nodes in the network.

SpaseLoc method is used for estimating moving sensors locations i.e. for solving the problem of localization [17].

Congestion control is of great importance. It can reduce the delay and save precious energy by regulating the transmitting rates, or by provisioning additional resources (e.g. wake up nodes) [18].

AODV is a reactive routing protocol which uses traditional routing tables, one entry per destination [19].

Dynamic Source Routing (DSR) protocol is particularly designed for multi-hop ad hoc networks. The difference between DSR and other routing protocols is that DSR uses source routing
supplied by packet’s originator node to determine packet’s path on the network whereas others relies on independent hop-by-hop routing decisions made by each node [19].

Using mobile sinks for data collection is an important mechanism. Sensor are battery powered, therefore they have limited lifetime. When sensors consume all available source of energy they start to die and this causes energy holes and partitions in the WSN. When a mobile sink is used, sensors can conserve their energy longer, and depending on how the mobile sink moves across the network, a balanced energy consumption can be accomplished.

Another mechanism proposed to deal with energy efficiency is putting sensor nodes to sleep. In [6], authors provide a classification and comparison of different approaches. The authors classify the mechanisms into three categories according to the use of mobility:

- Using mobile sinks
- Using mobile redeployment
- Using mobile relays

In case that sensor nodes are randomly deployed and static, the nodes that are located near the sink consume more energy due to the additional load of forwarding packets on behalf of the other nodes located farther away. It is desirable to have a balanced load of energy consumption for all the nodes in the network in order to extend network lifetime. Several authors [7], [8] and [9], proposed a mix of static and mobile nodes. The mobile nodes have more computational and energy resources. They can move to the areas where those resources are needed.

Lui and Ssu [9] mention the use of a non-uniform deployment of nodes under the assumption that every node knows its own location, the position of the sink, the total number of nodes in the network, and the mobile capability. Nodes use multi-hop communication to relay data to other nodes, choosing the ones closest to the sink as the next hop.

The strategies in [9] and [10] are the implementation of algorithms that determine the density of nodes in different regions of the networks.

In the case of mobile sinks, the issues presented in [11] are mainly related to the trajectory that the mobile sinks must follow.
OBJECTIVES:

1. Formulating a strategy to use mobile sinks for data collection in WSNs to conserve energy and proof of the concept.

2. Development of the software to interconnect platforms to gather the sensor data and to build the mobile sink application.

3. Network lifetime extension by efficient placement of sensors.

4. Optimal use of sensor power by devising methods for making efficient routing decisions to distribute the energy consumption of the network.
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